Stay alert to cyber threats, avoid opening suspicious attachments, and report suspicious emails and attachments to your university’s information technology office.

Participate in compliance training programs offered by the university such as ethics and data security, among others, to remain up to date on standards and best practices.

Adhere to financial regulations, safeguard university property, and responsibly manage university funds within budgetary constraints.

Abide by ethical research guidelines, maintain research integrity, and document findings accurately to prevent research misconduct.

Disclose potential conflicts of interest, whether personal or financial, to ensure transparency and prevent conflicts from affecting compliance.